Public-Private Interface – Electronic Patient Record Sharing Pilot Project (PPI-ePR) Data Security

PPI-ePR allows you to authorize your private medical doctors who have registered in PPI-ePR to view your electronic patient record (ePR) from HA by providing them with your Access Key. You would be notified via SMS message, whenever, your clinical data on the HA’s ePR is being accessed. Therefore, please ensure that your registered mobile phone number is correct. Should you wish to receive the SMS message via another phone number, please contact the HA PPI-ePR Program Office.

Please exercise reasonable care in keeping the Access Key in secrecy, and do not knowingly or accidentally share the Access Key, provide or facilitate any unauthorized use of it. If you think your Access Key has been disclosed to a third party, is lost or stolen and unauthorized access may have been conducted, please inform the PPI-ePR Program Office immediately.
“Notice to Patient/Applicant – Personal Data”

*Please READ this notice before you provide any Personal Data to us*

The Hospital Authority (HA) is a statutory body which manages public hospitals. Our staff members may ask you to provide your Personal Data for purposes related to your case/application for participation in the Pilot Project.

When you provide Personal Data to us, please make sure that the data is accurate and complete. If you fail to provide us with the information required or if the information provided is inaccurate or incomplete, our consideration of your case/application will be affected.

Please also note that your Personal Data may be made available to:

- appropriate persons in the HA
- doctors/other healthcare institutions or service providers participating in the Pilot Project
- any other relevant parties who require it for matters related to your case/application
- appropriate government departments/agencies/authorities etc. when disclosure is required or permitted by law or is necessary in the public interest.

In addition to the above, we will only use, disclose or transfer the Personal Data you provide to us:

- For those purposes relating to your case/application or directly related purposes
- Where permitted by law

We shall obtain your consent before using your Personal Data for any other purposes.

If you wish to require access to and/or correction of your Personal Data, you may do so under Personal Data (Privacy) Ordinance. Please contact the Data Controller Hospital Authority Head Office during office hours at :

**Address:** Data Protection Unit, Room 529N, Hospital Authority Building, 147B Argyle Street, Kowloon, Hong Kong